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Introduction

The world of internet today has become a
parallel form of life and living. Public are
now capable of doing things which were
not imaginable few years ago. The Internet
is fast becoming a way of life for millions
of people and also a way of living because
of growingdependence and reliance of the
mankind on these machines. Internet has
enabled the use of website communication,
email and a lot of anytime anywhere IT
solutions for the betterment of human
kind.

Cybercrime is a term used to broadly
describe criminal activity in  which
computers or computer networks are a
tool, a target, or a place of criminal activity
and include everything from electronic
cracking to denial of service attacks. It is
also used to include traditional crimes in
which computers or networks are used to
enable the illicit activity. The Cyber crime
can halt any railway where it is, it may
misguide the planes on its flight by
misguiding with wrong signals, it may
cause any important military data to fall in
the hands of foreign countries, and it may
halt e-media and every system can collapse
within a fraction of seconds.

Crime and criminality have been
associated with man since his fall. Crime
remains elusive and ever strives to hide
itself in the face of development. Different
nations have adopted different strategies to
contend with crime depending on their
nature and extent. One thing is certain, it is
that a nation with high incidence of crime
cannot grow or develop. That is so because
crime is the direct opposite of

development. It leaves a negative social
and economic consequence.

It is very difficult to classify crimes in
general into distinct groups as many
crimes evolve on a daily basis. Even in the
real world, crimes like rape, murder or
theft need not necessarily be separate.
However, all cybercrimes involve both the
computer and the person behind it as
victims; it just depends on which of the
two 1s the main target. Hence, the
computer will be looked at as either a
target or tool for simplicity’s sake. For
example, hacking involves attacking the
computer’s  information and  other
resources. It is important to take note that
overlapping occurs in many cases and it is
impossible to have a perfect classification
system.

Cyber crime is emerging as a serious
threat. Worldwide governments, police
departments and intelligence units have
started to react. Initiatives to curb cross
border cyber threats are taking shape.
Indian police has initiated special cyber
cells across the country and have started
educating the personnel.

Categories of Cyber Crime:

1.Data Crime

2 Network Crime

3.Access Crime and other related Crimes
Types of Cyber Crime

1. Theft of Telecommunications
Services
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